
Attack Surface Blueprint 
For Manufacturing
Network Security Overview
Stop ransomware by seeing what the attackers see, with a complete view of your IT network environment.

Get your custom ForeNova Attack Surface Blueprint.
Along with a detailed view of your network, it will include a snapshot of inbound and outbound traffic, vulnerabilities and 

weaknesses, and recommendations from our team of experts to help your business detect and respond to hidden threats 
with greater speed and precision.
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Total Traffic
1,250 GB

Application Traffic: 625 GB

File Transfer:  120 GB

SSL: 175 GB

RDP: 6 GB

HTTP Application: 60 GB

I.M.: 3 GB

ICMP: 1 GB

.Net Applications: 130 GB

Others: 130 GB

*This Manufacturing Attack Surface Blueprint is based on generalized data across mid-size manufacturing organisations
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